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DISABLING PROHIBITED CONTENT AND
IDENTIFYING REPEAT OFFENDERS IN
SERVICE PROVIDER STORAGE SYSTEMS

BACKGROUND

Computer users increasingly share data through storage
systems hosted by service providers on computer networks
such as the internet. Service providers, however, may be
required to address situations in which users share content
for which distribution is prohibited, such as unlicensed
copyrighted works or trademarked goods, which are brought
to the attention of the service provider by a third party. Other
types of prohibited content include, but are not limited to,
other intellectual property or defamatory content in some
jurisdictions.

There are a variety of ways in which service providers
determine that prohibited content exists on a system. How-
ever, even if such content is identified, a question that
remains is what to do about it.

SUMMARY

This Summary introduces selected concepts in simplified
form that are further described below in the Detailed
Description. This Summary is intended neither to identify
key or essential features of the claimed subject matter, nor
to limit the scope of the claimed subject matter.

When objects are shared by one user with another user,
prohibited content, if identified as such, can be blocked from
being shared, while the remainder of the shared objects can
be accessed by the other user. Incidents that occur related to
such prohibit content, such as marking the content in
response to a third party notification that such content is
prohibited, are stored in a history for a user. This history is
processed to determine if a user is a repeat offender. Various
account privileges from the service provider can be affected
when a user becomes a repeat offender, such as termination
of the account, prevention of sharing of files through the
account, and the like.

In one example implementation, metadata for each data
file can include a prohibited content flag indicating whether
the file has been marked as containing prohibited content.
Functions that allow sharing of content are implemented so
as prevent sharing of prohibited content with another user,
while allowing other content to be shared. If a group of files
or objects is shared, then the presence of the prohibited
content in one object in the group results in that prohibited
content not being shared, but the remaining files or objects
are still shared.

In one example implementation, metadata associated with
each user includes an incident history, including a date and
information about one or more files that were deemed to
contain prohibited content. The information can include a
file name or other identifier for an object, a hash of contents
of the object, or other indication of the object. The infor-
mation also can indicate the nature of the incident, such as
a copyright violation, and the like. When an incident occurs
with respect to a user, and that user’s content is marked as
prohibited, the incident history is updated. The incident
history can be processed after an incident is added to
determine if rules for changing the access privileges of the
user are triggered. For example, if a number of incidents in
a given time period occur, the access privileges of the user
can be changed, for example, to prevent sharing files with
other users.

10

15

20

25

30

35

40

45

50

55

60

65

2

A graphical user interface for accessing the storage sys-
tem, whether by providers or recipients of shared content,
can selectively render information about objects with pro-
hibited content. For example, the interface can indicate the
presence of an object, but access to prohibited content in that
object can remain limited. In one implementation, the inter-
face can present information indicating that access to the
object is blocked due to its inclusion of prohibited content.

In an implementation in a file system, other file system
operations can be implemented to allow access to parts of
the file or data about the file, but the prohibited content is not
made available. For example, in one implementation a file
includes multiple file streams, including at least a metadata
stream and a data stream. If a file contains prohibited content
in the data stream, then access to the data stream is pre-
vented; however, access to the metadata stream can be
enabled. Metadata that is derivative of the prohibited content
also can be removed, not generated or made not accessible.
For example, for image files, a reduced image, representa-
tive of the image in the file, can be either removed, not
generated, or made not accessible. Because the file is stored
in a shared storage system, what data is made available
about the file, and how it is stored, can also be function of
both the prohibited content flag, the access privileges of the
user that created the file, and the identity or role of the user
accessing the file, using access control information for the
file.

Such a prohibited content flag on a file object can be used
in combination with one or more other flags that indicate that
access to a file object, such as sharing of a file object, is
blocked. For example, objectionable content may be marked
using a restricted content flag. Such a file object also can be
marked as including prohibited content. Sharing of content
from such a file object can be blocked if either or both flags
are set for a file object, while changes to a user’s access
privileges may be limited to incidents related to marking a
file object as containing prohibited content.

In the following description, reference is made to the
accompanying drawings which form a part hereof, and in
which are shown, by way of illustration, specific example
implementations of this technique. It is understood that other
embodiments may be utilized and structural changes may be
made without departing from the scope of the disclosure.

DESCRIPTION OF THE DRAWINGS

FIG. 1 is a block diagram of an example shared storage
system from a service provider.

FIG. 2 is a data flow diagram illustrating an example
implementation of access restrictions

FIG. 3 is a flow chart of an example implementation of
uploading content to the storage system.

FIG. 4 is a flow chart of an example implementation of
accessing content on the storage system.

FIG. 5 is a flow chart of an example implementation of
sharing content on the storage system.

FIG. 6 is a flow chart of an example implementation of
changing access privileges of a user based on an incident
history.

FIG. 7 is a block diagram of an example computer with
which components of such a system can be implemented.

DETAILED DESCRIPTION

The following section provides an example operating
environment in which a shared storage system can be
implemented. This example is provided in the context of an
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online, shared file system for multiple users to access over
a computer network. Other implementations of a shared
storage service also can be used.

Referring to FIG. 1, a shared storage system 100 includes
one or more server computers 102 on which the storage
system is hosted by a service provider. Files 120 are stored
on one or more storage devices 106 that are accessed by the
server computers 102. Users access files stored on the shared
storage system through client computers 104 that connect to
the server computer 102 over a computer network 108. In
one implementation, the shared storage system in an online,
networked storage system, such as a storage service pro-
vided to end users over the Internet. Each of the server
computers and client computers can be implemented using
a computing device such as described below in connection
with FIG. 6.

The client computer 104 typically includes a browser
application that communicates with the server computers
102 using a conventional communication protocol. Typi-
cally, the server computer 102 prompts the user for authen-
tication information to access an account. After receiving the
authentication information and successfully authenticating
the user, the server computer presents a user with informa-
tion relating to their account, such as files and folder
containing files that the user has stored on the shared storage
system. Other operations also can be made available, such as
uploading, deleting, modifying and downloading files and
folders, defining collections of files, sharing files and col-
lections of files with other users, accessing files and collec-
tions of files shared by other users, and searching for files
and folders, according to a user’s access privileges. In
general, a client computer 104 sends requests 110 for
information to the server computers 102, in response to
which the server computers provide file data 112 to the client
computer 104, where the file data 112 can be metadata about
a file or contents of a file. The server computers maintain,
store, update and access account information 140 about a
user 142, including information indicative of access privi-
leges 144, such as whether the account is enabled, whether
sharing of files is enabled and the like.

A file 120 has information stored about it that the server
computers 102 use to manage access to the file by various
users. Each file 120 has, in particular, an access control list
122 and a prohibited content flag 124. The access control list
122 indicates which users are permitted to access a file, and
the nature of those permissions.

As described in more detail below, the prohibited content
flag 124 indicates whether the file is determined to have
prohibited content. Such a determination typically is made,
for example, in response to a request by a third part that the
content be removed. For example, a party may inform the
service provider that a particular file has been identified as
including copyrighted content, and the user having the file
stored in his or her account is unauthorized to distribute it.

When one or more files are determined to include pro-
hibited content, then an incident is recorded as part of an
offense history 146 for the user account. This offense history
146 is accessed by an offense history processing module
148, which can modify the access privileges 144 of the user.

A file can include one or more independently accessible
portions, or file streams, which contain different informa-
tion. In particular a file can include content and metadata
about that content in separately accessible portions of the
file. The access control list can differentiate access for users
at the file stream level in addition to the file level. The access
control list also can distinguish between an “owner” of a file
system object and others. In one implementation, the system
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can limit access to prohibited content by others, while
allowing full access to the owner of a file system, regardless
of whether the file system object is marked as having
prohibited content.

Given this context, an example implementation will be
described in more detail in connection with FIGS. 2-5.

FIG. 2 illustrates a data flow diagram of a system in which
content can be shared by one user with another user through
a shared storage system such as shown in FIG. 1. Content
200 is handled by an uploading module 202 and then stored
in storage 204. Through the uploading module, a user can
identify content to be uploaded, and navigate to a storage
folder on the shared storage system in which to store the
uploaded content. The uploading module causes the
uploaded content to be stored. Access control lists 206 are
created that associate the content with this user and other-
wise specify permissions for various entities that can access
this content.

For a user to share information, a sharing module 210 is
accessed. In response to user input 212, one or more items
of stored content are identified by the user. Also though the
sharing module, through user input 212, a user can identify
one or more other users with whom the selected content is
to be shared. The sharing module 210 creates a collection of
the selected content, and indicates on the access control list
for the collection that the other identified users are autho-
rized to access this content. A user can be an individual, a
device, a system process, an application or other entity that
can access content through the storage system. There are a
variety of ways in which a user can specify such a collection,
the users with whom it is to be shared, and the permissions
to be given to those users, the foregoing merely being one
example.

A content blocking module 220 can receive indications
222 of content to be blocked due to prohibited content. For
example, such information can be reported by other parties.
The access control list for that content is updated to indicate
that there is prohibited content to be blocked when shared.
The content blocking module, or other program module (not
shown), also updates the offense history 246 of a user when
content is marked as prohibited. An offense history process-
ing module 240 uses rules 242 to determine whether user
privileges 244 for a user should be modified based on the
incidents in the offense history 246.

Through an access module 230, other users can access
content in collections to which they have been given autho-
rization. Given an indication 232 of an object, such as a file,
to be accessed, the access module determines whether the
user is authorized to access the selected content, and deter-
mines if the content is blocked, by using the access control
list. If the user is authorized to access the content, the
content is provided to the user. In the event that the user is
authorized, but the content is blocked, a graphical user
interface of the access module can indicate to the user that
the content is present but access to the content is blocked.

FIG. 3 is a flowchart describing an example implemen-
tation of operation of such a system when uploading content.

A system receives 300 a request from a user to access his
or her account. After allowing access, the system can receive
302 a request from the user to upload content to the storage.
If the user’s access has already been limited due to being a
repeat offender, such access might not be provided. The
system receives, processes and stores 304 the content in the
storage system, including creating 306 the access control list
for each file which is uploaded. The access control list can
initially indicate that the user is the owner of the content and
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the sole user authorized to access that content. Additionally,
any prohibited content flag is initially clear.

FIG. 4 is a flowchart describing an example implemen-
tation of operation of such a system when accessing content.

A system receives 400 a request form a user to access his
or her account. If the user’s access has already been limited
due to being a repeat offender, such access might not be
provided. After allowing access, the system can receive 402
a request from the user to view the contents of a selected
folder. The system accesses 404 information about the
contents of the selected folder. For each file, as indicated at
406, the system determines 408 whether the access to the file
is authorized and whether access to content is blocked. If
content is blocked, then an indication of the file, such as an
icon, is displayed 410, with the icon indicating that access to
the content is blocked. Otherwise, a conventional indication
of the file is displayed 412.

FIG. 5 is a flowchart describing an example implemen-
tation of operation of such a system when a user shares
content.

A system receives 500 a request form a user to access his
or her account. If the user’s access has already been limited
due to being a repeat offender, such access might not be
provided. After allowing access, the system can receive 502
a request from the user identifying selected files to be
shared, and a request to share those files. If sharing is
blocked for this user, as indicated at 503, processing termi-
nates 505 and the system can inform the user that sharing has
been blocked. Otherwise the system accesses 504 informa-
tion about the selected files. For each file, as indicated at
506, the system determines 508 whether the access to the file
is authorized and whether access to content is blocked. If
content is blocked, then the information about the file that is
communicated 510 to the other user includes data indicating
that access to the content is blocked. Otherwise, conven-
tional information about the file is communicated 512.

Referring now to FIG. 6, a flowchart describing an
example implementation of processing the offense history of
a user will now be described.

The system receives 600 data indicating that a file object
has been identified as including prohibited content. The file
object then is marked 602. Data about the offense is then
stored 604 in the user’s offense history. The offense history
is processed and if there are too many offenses that have
occurred during a set period of time, as indicated at 606, then
the user’s account is marked 608 as having too many
offenses. This data can be used to control various access
privileges for the user, such as the ability to share content
with other users.

Having now described an example implementation, a
computer with which components of such a system are
designed to operate will now be described. The following
description is intended to provide a brief, general description
of a suitable computer with which such a system can be
implemented. The computer can be any of a variety of
general purpose or special purpose computing hardware
configurations. Examples of well-known computers that
may be suitable include, but are not limited to, personal
computers, server computers, hand-held or laptop devices
(for example, media players, notebook computers, cellular
phones, personal data assistants, voice recorders), multipro-
cessor systems, microprocessor-based systems, set top
boxes, game consoles, programmable consumer electronics,
network PCs, minicomputers, mainframe computers, dis-
tributed computing environments that include any of the
above systems or devices, and the like.
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FIG. 7 illustrates an example of a suitable computer. This
is only one example of a suitable computer and is not
intended to suggest any limitation as to the scope of use or
functionality of such a computer.

With reference to FIG. 7, an example computer 700, in a
basic configuration, includes at least one processing unit 702
and memory 704. The computer may include multiple
processing units and/or additional co-processing units such
as graphics processing unit 720. Depending on the exact
configuration and type of computer, memory 704 may be
volatile (such as RAM), non-volatile (such as ROM, flash
memory, etc.) or some combination of the two. This con-
figuration is illustrated in FIG. 7 by dashed line 706.

Computer 700 may also include additional storage (re-
movable and/or non-removable) including, but not limited
to, magnetic or optical disks or tape. Such additional storage
is illustrated in FIG. 7 by removable storage 708 and
non-removable storage 710. Computer storage media
includes volatile and nonvolatile, removable and non-re-
movable media implemented in any method or technology
for storage of information in addressable physical storage
locations. Such information includes, but is not limited to,
computer program instructions, data structures, program
modules or other data. Memory 704, removable storage 708
and non-removable storage 710 are all examples of com-
puter storage media. Computer storage media includes, but
is not limited to, RAM, ROM, EEPROM, flash memory or
other memory technology, CD-ROM, digital versatile disks
(DVD) or other optical storage, magnetic cassettes, mag-
netic tape, magnetic disk storage or other magnetic storage
devices. A storage medium can be used to store the desired
information in a manner which can be accessed by computer
700. Any such computer storage media may be part of
computer 700.

Computer 700 may also contain communications connec-
tion(s) 712 that allow the device to communicate with other
devices over a communication medium. Communication
media typically carry computer program instructions, data
structures, program modules or other data in a modulated
data signal such as a carrier wave or other transport mecha-
nism and include any information delivery media. The term
“modulated data signal” means a signal that has one or more
of its characteristics set or changed in such a manner as to
encode information in the signal, thereby changing the
configuration or state of the receiving device of the signal.
By way of example, and not limitation, communication
media includes wired media such as a wired network or
direct-wired connection, and wireless media such as acous-
tic, RF, infrared and other wireless media. Communications
connections 712 are devices that interface with the commu-
nication media to transmit data over and receive data from
communication media, such as a network interface.

Computer 700 may have various input device(s) 714 such
as a keyboard, mouse, pen, camera, touch input device, and
so on. Output device(s) 716 such as a display, speakers, a
printer, and so on may also be included. All of these devices
are well known in the art and need not be discussed at length
here. Various input and output devices can implement a
natural user interface (NUI), which is any interface technol-
ogy that enables a user to interact with a device in a “natural”
manner, free from artificial constraints imposed by input
devices such as mice, keyboards, remote controls, and the
like.

Examples of NUI methods include those relying on
speech recognition, touch and stylus recognition, gesture
recognition both on screen and adjacent to the screen, air
gestures, head and eye tracking, voice and speech, vision,
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touch, gestures, and machine intelligence, and may include
the use of touch sensitive displays, voice and speech rec-
ognition, intention and goal understanding, motion gesture
detection using depth cameras (such as stereoscopic camera
systems, infrared camera systems, and other camera systems
and combinations of these), motion gesture detection using
accelerometers or gyroscopes, facial recognition, three
dimensional displays, head, eye, and gaze tracking, immer-
sive augmented reality and virtual reality systems, all of
which provide a more natural interface, as well as technolo-
gies for sensing brain activity using electric field sensing
electrodes (EEG and related methods).

Each component of this system that operates on a com-
puter generally is implemented by software, such as one or
more computer programs, which include computer-execut-
able instructions and/or computer-interpreted instructions,
such as program modules, being processed by the computer.
Such computer instructions can be stored on computer
storage to provide an article of manufacture. Generally,
program modules include routines, programs, objects, com-
ponents, data structures, and so on, that, when processed by
a processing unit, instruct the processing unit to perform
particular tasks or implement particular abstract data types.
This computer system may be practiced in distributed com-
puting environments where tasks are performed by remote
processing devices that are linked through a communica-
tions network. In a distributed computing environment,
program modules may be located in both local and remote
computer storage media including memory storage devices.

Alternatively, or in addition, the functionally described
herein can be performed, at least in part, by one or more
hardware logic components. For example, and without limi-
tation, illustrative types of hardware logic components that
can be used include Field-programmable Gate Arrays (FP-
GAs), Program-specific Integrated Circuits (ASICs), Pro-
gram-specific Standard Products (ASSPs), System-on-a-
chip systems (SOCs), Complex Programmable Logic
Devices (CPLDs), etc.

Any or all of the aforementioned alternate embodiments
described herein may be used in any combination desired to
form additional hybrid embodiments. It should be under-
stood that the subject matter defined in the appended claims
is not necessarily limited to the specific implementations
described above. The specific implementations described
above are disclosed as examples only.

What is claimed is:

1. A computer-implemented process performed in a com-
puter of a shared storage system comprising computer
storage, comprising:

receiving, by a processing device of the computer, objects

over a computer network, each received object being
associated with a user account to store the received
object on the shared storage system;

storing, by the processing device, the received objects on

the computer storage of the shared storage system, each
received object being stored in a manner indicating the
user account that stored the received object in the
shared storage system;

marking, by the processing device, an object from among

the objects stored on the shared storage system as
containing prohibited content;

in response to the marking of an object as containing

prohibited content, storing, by the processing device,
incident data in an incident history record in the com-
puter storage, the incident data indicating at least the
user account that stored the marked object in the shared
storage system,
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processing, by the processing device, the incident history
record for incident data associated with a selected user
account;

modifying, by the processing device, an access privilege

of the selected user account according to rules applied
to at least the incident data in the incident history record
associated with the selected user account as processed
from the incident history record;

in response to a request to access an object from among

the stored objects,

determining, by the processing device, if content in the
requested object is marked as containing prohibited
content; and

in response to a determination that the content in the
requested object is marked as containing prohibited
content, limiting, by the processing device, access to
the content from the requested object as stored in the
shared storage system.

2. The computer-implemented process of claim 1,
wherein modifying comprises terminating privileges of the
user account to share objects with other user accounts.

3. The computer-implemented process of claim 1, further
comprising:

allowing a group of objects from a first user account to be

shared with one or more second user accounts;
determining if the group of objects includes an object that
is marked as containing prohibited content;

limiting access through the one or more second user

accounts to the prohibited content in the object that is
marked, while allowing access to other objects in the
group of objects through the one or more second user
accounts.

4. The computer-implemented process of claim 1,
wherein the object is a file and marking comprises main-
taining an access control list for the file, wherein the access
control list includes data indicating a file contains prohibited
content.

5. The computer-implemented process of claim 1,
wherein the object is a file and limiting access to content in
the object includes preventing access to a file stream con-
taining the prohibited content.

6. The computer-implemented process of claim 1,
wherein the object is a file and limiting access to content in
the object includes allowing access to a file stream contain-
ing metadata about the file.

7. The computer-implemented process of claim 1,
wherein the object is a file storing an image and limiting
access to content in the file includes preventing access to a
reduced image representative of the image stored in the file.

8. The computer-implemented process of claim 1, further
comprising:

allowing sharing from a first user account, with one or

more second user accounts, the object that is marked as
containing prohibited content;

limiting access through the one or more second user

accounts to the prohibited content in the object.

9. The computer-implemented process of claim 1, further
comprising:

displaying an indication that the object is marked as

including prohibited content.

10. An article of manufacture comprising:

computer storage, and computer program instructions

stored on the computer storage, wherein the computer
program instructions, when processed by a processing
device of a computer of a shared storage system
comprising computer storage, instruct the processing
device to perform a process comprising:
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receiving objects over a computer network, each received
object being associated with a user account to store the
received object on the shared storage system;
storing the received objects on the computer storage of the
shared storage system, each received object being
stored in a manner indicating the user account that
stored the received object in the shared storage system;

marking an object from among the objects stored on the
shared storage system as containing prohibited content;

in response to the marking of an object as containing
prohibited content, storing incident data in an incident
history record in the computer storage, the incident data
indicating at least the user account that stored the
marked object in the shared storage system;

processing the incident history record for incident data
associated with a selected user account;

modifying an access privilege of the selected user account

according to rules applied to at least the incident data
in the incident history record associated with the
selected user account as processed from the incident
history record;

in response to a request to access an object from among

the stored objects,

determining if content in the requested object is marked
as containing prohibited content; and

in response to a determination that the content in the
requested object is marked as containing prohibited
content, limiting access to the content from the
requested object as stored in the shared storage
system.

11. The article of manufacture of claim 10, wherein
modifying comprises terminating privileges of the user
account to share objects with other user accounts.

12. The article of manufacture of claim 10, wherein the
object is a file and limiting access to content in the object
includes preventing access to a file stream containing the
prohibited content.

13. The article of manufacture of claim 10, wherein the
process further comprises:

allowing the object that is marked as containing prohib-

ited content from a first user account to be shared with
one or more second user accounts;

limiting access through the one or more second user

accounts to the prohibited content in the object.

14. The article of manufacture of claim 10, wherein the
process further comprises:

displaying an indication that the object is marked as

including prohibited content.

15. A computer storage system comprising:

shared computer storage in which objects are stored

containing content, the objects being received over a
computer network from user computers, each received
object being stored in a manner indicating a user
account that stored the received object in the shared
storage system,
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one or more processing devices, connected to the shared

computer storage, programmed to:

mark an object from among the objects stored on the

shared computer storage as containing prohibited con-
tent;

in response to marking an object as containing prohibited

content, store incident data in an incident history record
on the shared computer storage, the incident data
indicating at least the user account that stored the
marked object in the shared storage system;

process the incident history record for incident data

associated with a selected user account;

modify an access privilege of the selected user account

according to rules applied to at least the incident data
in the incident history record associated with the
selected user account as processed from the incident
history record; and

in response to a request to access an object from among

the objects stored on the shared computer storage, and
in further response to a determination that the content
included in the requested object is marked as prohib-
ited, limit access to the content included in the
requested object from the shared computer storage.

16. The computer storage system of claim 15, the one or
more processors being programmed to:

allow a group of objects from a first user account to be

shared with one or more second user accounts;
determining if the group of objects includes an object that
is marked as containing prohibited content;

limiting access by the one or more second user accounts

to the prohibited content in the object that is marked,
while allowing access through the one or more second
user accounts to other objects in the group of objects.

17. The computer storage system of claim 15, further
comprising one or more server computers, including the one
or more processors, and connected to a computer network,
wherein a plurality of computers access the one or more
server computers over the computer network to access
objects stored on the storage.

18. The computer storage system of claim 15, the one or
more processors being programmed to cause an indication to
be displayed that an object being accessed includes prohib-
ited content.

19. The computer storage system of claim 15, wherein to
modify an access privilege, the the one or more processors
are further programmed to terminate privileges of the user
account to share objects with other user accounts.

20. The computer storage system of claim 15, wherein the
one or more processors are further programmed to:

allow sharing from a first user account, with one or more

second user accounts, the object that is marked as
containing prohibited content;

limit access through the one or more second user accounts

to the prohibited content in the shared object.
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